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on what personal identifiable information can be used and how it can be used by certain 
entities.1  

We believe that it is important to continue to allow the use of driver’s license information 
through scanning technology.  Scanning decreases manual errors, which can be 
problematic in the check verification process.  Manual entry of licenses also backs up
lines at the point of sale, which frustrates both consumers and clerks and makes purchase 
processes less efficient. Allowing scanning also reduces fraud, because, while it is easy to 
create a fake ID with numbers on a card, it is far more difficult to create a fake ID with 
numbers embedded in a magnetic stripe.

Moreover, capturing the information contained in the driver’s license or identification 
assists in the collections and enforcement process. It is to everyone’s benefit that 
merchants be able to collect on bad checks -- the harder it is to collect on bad checks, the 
less likely merchants are to continue accepting checks. This would tend to impact the 
youngest, oldest, and least well-off consumers.

CDIA recommends that, if the Committee is inclined to move this measure, the following 
amendments be made to Section 487R for clarity:

(4) To transmit information to a check service company for the purpose of 
approving negotiable instruments, electronic funds transfers, or similar other 
methods of payments; provided that only the name, and identification number
from the certificate of identification or driver's license may be used or retained by 
the check service company; or

(5) To collect or disclose personal information that is required in order to report, 
investigate, or prevent fraud, abuse, or material misrepresentation, or to enforce a 
transaction.

CDIA suggests these amendments in order to make it clear that: 1) a company that 
approves negotiable instruments, electronic funds transfers, or other methods of payments
may store all of the information from a driver’s license or identification card, and 2) that 
the scanning of a driver’s license or identification card may be used for the purpose of 
enforcing transactions. 
                                                
1 Check services companies who scan the information are governed by two federal privacy 

laws, the Fair Credit Reporting Act and the Gramm-Leach-Bliley Act for the express 
reasons of protecting against actual or potential fraud or effecting transactions.  
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